
 

 
 

Troubleshooting 
Salesforce OAuth 

 
 
Our Snapshot product supports every method of authentication in Salesforce, including 
username and password, security tokens, scratch orgs, sandboxes, multi-user 
authentication, custom domains, and OAuth endpoints. There are many ways to 
configure OAuth, and sometimes troubleshooting is required to get the settings right. 
This technical note explains some of the common problems you might encounter 
logging in to your license org or taking a snapshot with OAuth. 
  



 

 

Bad Endpoint 
 
There is a difference between the OAuth endpoint for Lightning login and the endpoint 
required for API access. The Lightning URL will look something like this, with your “my 
domain” prefix and the “lightning.force.com” suffix: 
 
https://metazoa.lightning.force.com 
 
But the Salesforce classic endpoint for that org will look something like this, with your 
“my domain” prefix and the “my.salesforce.com” suffix: 
 
https://metazoa.my.salesforce.com 
 
For API access, use the Salesforce classic endpoint with the “my.salesforce.com” suffix. 
Unfortunately, the Lightning URL appears to work, and takes you through the 
authentication flow, but the required access privileges will not be granted. One more 
tip: the username that you supply should match the destination Salesforce username 
after authentication. 
 

 
  



 

 
 

Try Custom Domain 
 
Some systems like Okta require OAuth when there is browser login but fail when there 
is an API login. Snapshot needs an API login, and this can be accomplished with a 
Custom Domain and Security Token. Select the Custom Domain option from the menu 
and try logging in with the “my domain” URL mentioned above. 
 

  



 

 
 

Not Installed 
 
After you have installed the Metazoa Managed Package in the license org you should 
be able to log in to the Metazoa Player and start using Snapshot. If you can’t log in, you 
may also need to approve the Metazoa Snapshot connected app in the license org. 
Search for “OAuth” in the Setup Menu and select “Connected Apps OAuth Usage” as 
seen below. Navigate to the Metazoa Snapshot connected app and click the “Install” 
button. When this is done, the button will display the “Uninstall” option. 
 

 
 
 

  



 

Bad Token 
 
On the “Connected Apps OAuth Usage” screen discussed above, you will notice that 
the number in the “User Count” column also has a little link. Click that link to navigate 
to the “Connected App User’s Usage” screen shown below. On this screen you can 
choose to “Revoke” the OAuth refresh token. If you do this, then the next time you log 
in you will go back through the OAuth authentication flow. This is useful when 
something has happened to the refresh token, and you want to force creation of 
another one. 
 

 
  



 

 

Blocked Access 
 
If you see the error message “Sorry, your administrator has blocked access to this 
client” then new Connected Applications (like Snapshot) are blocked by default in the 
Salesforce org. There are two methods to fix this problem. You can either enable users 
to self-authorize the Connected Application or you can assign the Connected 
Application to the user with a Profile or Permission Set.  
 
Navigate in Salesforce Setup to the Manage Connected Apps interface. Select the 
Metazoa Snapshot Application. Under OAuth policies, change the "Permitted Users" 
picklist to "All users may self-authorize" and click Save. 
 

 
 
 


